
 

 

 
 

 

 

 

 

 

10. There is a regulatory compliance requirement to log all e-mail content and file attachments 

that are sent and received by e-mail users in HCL Domino. 

 

9. File attachments sent via HCL Notes e-mail must be securely delivered using secure  

download links and with use of verification codes ensuring only intended recipients can 

download them. 

 

8. There is a need to log and be alerted whenever an ACL change occurs on all or specific 

databases. 

 

7. Real-time notifications must be sent when documents and/or design elements are modified. 

 

6. Compliance requirements dictate that monitoring all or part of the Domino Directory for 

changes must be logged and also provide the ability to rollback changes to a previous state. 

 

5. You must track notes.ini changes and have the ability to know what has changed 

and be able to rollback any of those changes. 

 

4. Intrusion control directives require that all illegal access attempts to data on HCL Domino 

servers be detected and reported to I.T. security automatically. 

 

3. I.T. Security mandates that all occurrences of bulk action events in Mail or Application 

databases must be logged for audit purposes. 

 

2. Regardless of what you choose to audit, SecurTrac Monitors can be easily configured and 

activated quickly in large Domino environments. 

 

Reason #1…SecurTrac is trusted by customers worldwide and has been securing Notes/Domino 

environments for almost two decades! 

 

 Download a free trial version at www.extracomm.com 
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